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ABSTRACT: 

At present the observation of International outskirt territories is a troublesome assignment. The outskirt guarding 

powers are watching the fringe genuinely, yet it is preposterous to expect to watch the fringe at every single 

moment.Situational mindfulness (SA) and Security is critical in militaries. Security frameworks which are being 

utilized now a days are not sufficiently brilliant to give continuous notification subsequent to detecting the issue. 

Keeping this situation in our mind we have planned, tried and broke down a 'Web of Things' based gadget which is 

equipped for examining the detected data and afterward transmitting it to the client. This gadget can be controlled 

and observed from remote area and it very well may be executed. The savvy observation framework utilizing 

Raspberry pi and closeness sensors like ultrasonic and PIR sensors serves a shrewd security module for checking in 

Military.Traditional reconnaissance framework records the exercises and just recognizes the movement utilizing PIR 

sensor.This framework give alert and distinguish the separation of the rival individual from the client. 

INTRODUCTION: 

At present the observation of International fringe regions is a troublesome assignment. The fringe guarding powers 

are watching the outskirt genuinely, however it is beyond the realm of imagination to expect to watch the fringe at 

every single moment.Situational mindfulness (SA) and Security is essential in militaries. Security frameworks which 

are being utilized now a days are not keen enough to give constant notification in the wake of detecting the issue. 

The incorporation of customary approach with most recent innovations as Internet of Things and Wireless Sensor 

Networks can lead in Militaries. Keeping this situation in our mind we have structured, tried and broke down a 'Web 

of Things' based gadget which is equipped for investigating the detected data and after that transmitting it to the 

client. 

LITERATURE SURVEY: 

In this paper IoT Based Military help and reconnaissance framework on wearable is introduced. This framework is 

executed to locate a successful answer for the issues looked by officers System MASS is a wearable uniquely 

intended for warriors which encourages them on the war zone once completely created and demonstrated; System 

MASS will be basic components of the Army's system driven fighting project and will connect infantry level troops 

on the combat zone to the order headquarters.It will likewise organize ground troops with the different Army 

direction central command and incorporate all components in a fight gathering, giving ongoing strategic situations. 

Framework MASS will most likely get and transmit information, for example, geological data and sensor 

information including climatic conditions, wellbeing status and messages enabling the troopers to get to the 

continuous data all the while with the direction base camp. Military Assistance and Surveillance System is an idea 

model of an IOT based wearable gadget for military purposes. This thought can satisfy a few use cases in the MASS 

is in like manner a redesigned adjustment of Battlefield Management System – BMS (a structure proposed to fuse 

information verifying and getting ready to improve request and control of a military unit). This structure furthermore 

supports the mainstream IKC2 Movement (Integrated Knowledge based Command and Control), a system planned 



International Journal of Advance Research in Engineering, Science & Technology (IJAREST) 

Volume 6, Issue 3, March 2019, e-ISSN: 2393-9877, print-ISSN: 2394-2444 

 

All Rights Reserved, @IJAREST-2019 
36 

to consolidate information verifying and getting ready to overhaul request and control of a military unit. MASS 

makes it simple for the fighters to know a few parameters, for example, their area, encompassing conditions, 

wellbeing conditions, sending messages to base station, and so on. Time a log is made about those parameters which 

is the primary capacity of Military Assistance and Surveillance System.MASS makes it simple for the fighters to 

know a few parameters, for example, their area, encompassing conditions, wellbeing conditions, sending messages 

to base station, and so forth it gives an easy to utilize interface they can get help from the base through the wearable 

gadget and in the meantime a log is made about those parameters which is the principle capacity of System Military 

Assistance and Surveillance System. 

SYSTEM PROPOSAL: 

In this present work, a Raspbian operating system based security system with monitoring and control through 

Internet of Things (IoT)has been developed which will save human live, reduces manual error and protect the 

country from enemies. The system comprises the Raspberry Pi (small single-board computer) and sensors. The 

information regarding the detection of living objects by PIR sensor is sent to the users through the web server and 

the ultrasonic sensor measures the exact distance So that we can know about the trespasser location. the location is 

updated in the server also by using metal sensor we can able to see that the person is armed or un armed which will 

gives an additional information about trespasser in the restricted area.The military base can have an awareness about 

the environment and the people in restricted area with image. 

 

Block diagram 

MODEL DESCRIPTION: 

1.Interfacing sensors: 

  Interfacing sensors to the Raspberry pi using ADC.This module consist of various sensors which are been used to 

get the various data from the place it has been placed hence the data from sensors are binary and codes are been 

processed in the second module. 

2.Fixing Threshold values: 

Fixing the threshold values for ultrasonic sensor, pir sensor and metal sensor. It has raspberry pi which has been 

used to process the binary codes and convert them into data and has been passed to server by using Ethernet . 

3.Creating data base: 

To create the data base in server to store the sensor values. The module 3 has server and remote pc by which the pc 

has been connected to internet and actions are been taken by the official of the military base. 
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4.Intimation to the user:  

the location is updated in the server also by using metal sensor we can able to see that the person is armed or un 

armed which will gives an additional information about trespasser in the restricted area.The military base can have 

an awareness about the environment and the people in restricted area with image.When the threshold value exist it 

should be intimate to user automatically. 

RESULTS AND CONCLUSION 

A successful hardware implementation of IOT based surviellience system is designed using Raspberry pi controller. 

Raspberry manages the sensors and process the output of sensors amd transfer the processed data to the monitoring 

system via ethernet .In parallel the sensors continuously monitor the sourroundings.If it detects any movements 

immediately to remote PC.By using this system we can able to improve the surveillance system. 

 

OUTPUT MODEL 

 

TOOLS REQUIRED: 

SOFTWARE 

In this software module we use Python,PTC’s Thing Worx’sIoT platform for M2M Services,Linux based 

RaspbianOS. 

HARDWARE: 

In the hardware module we use the RaspberryPi,Ethernet,PIRsensor,Ultra-sonicsensor,Metal sensor,PC,SD CARD 
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