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Abstract — Now a day’s lot of the users use ids and passwords as login pattern for the authenticate users. However 

making patterns is weakest point of computer security as so many user share the login pattern with the co-workers for the 

completed co-task, inside attacker is attacked internally and it will be valid attacker of system, As using intrusion 

detection systems and firewalls identify and isolate harmful behaviors generated from the outside world we can find out 

internal attacker of the system only. In some of the studied define examine that system calls generated by some 
commands and these command help to find detect accurate attack s, and attack patterns are the features of an attack. 

However in the paper security System defines as the Internal Intrusion Detection and Protection System (IIDPS), is help 

to detect internally attack s by using data mining and forensic technique at SC level. For the track the information of 

users usages the IIDPS creates users’ personal profiles as their forensic features and investigate that the valid login user 

is account holder an login or not by comparing his/her current computer usage behaviors with the patterns collected in 

the account holder’s personal profile. The experimental results demonstrate that the IIDPS’s user identification accuracy 

is 94.29%, whereas the response time is less than 0.45s, implying that it can prevent a protected system from insider 

attack s effectively and efficiently 

Keywords: Intrusion Detection Systems, Digital Forensic, Logs, Cryptography. 

 

I. INTRODUCTION 

 
In the past 10 years, computer systems have been largely employed to provide users with easier and more perfect lives. 

However, System securities is the one of the serious issue in computer domain when users take advantages of powerful 

capabilities since attackers very usually try to forcefully enter in the computer systems and behave harmfully, e.g. corrupt  

Critical data of a company, making the systems out of work or destroying the systems. pharming attack, distributed 

denial-of-service (DDoS), eavesdropping attack, and spear-phishing attack generally all this attack are well known 

attacks inside attack is most difficult for the detection because firewalls and intrusion detection systems (IDSs) normally 

fight against outside attack. Now a days, to authenticate users, most systems check user ID and password as a login 

pattern. However, attackers may install Trojan to hack the password and when successful, they may then log in to the 

system, access users’ private files, or modify or destroy system settings. Fortunately, most current host-based security 

systems and network-based IDSs can discover a known intrusion in a real time manner. Attack packets are often issued 

with forged IPs or attackers may enter a system with valid login patterns that’s why it’s very difficult to identify who is 
attacker. However in Operating System level system calls (SCs) is more helpful to find out attacker and identify the exact 

attack, processing a large volume of SCs, detecting harmful behaviors from them, and detecting possible attackers for an 

intrusion are still engineering challenges Therefore, in this paper, we propose a security system, at SC level which detects 

harmful behaviors launched toward a system named Internal Intrusion Detection and Protection System (IIDPS). To mine 

system call patterns (SC-patterns) defined as the longest system call sequence (SC-sequence) that has repeatedly 

appeared several times in a user’s log file for the user the IIDPS uses data mining and forensic profiling techniques. The 

user’s forensic features, define is as an SC Pattern find out in submitted by users SC sequences but normally used by 

other users computer usage history. The contributions of this paper are: 1) identify a user’s forensic features by analyzing 

the corresponding SCs to enhance the accuracy of attack detection; 2) able to port the IIDPS to a parallel system to 

further shorten its detection response time; and 3) effectively resist insider attack. Technique is crucial requirement. 
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Digital forensics plays an important role by providing scientifically proven methods to gather, process, interpret and use 

digital evidence to bring a decisive description of attack. 
 

 

I. LITERATURE SURVEY 

 

1. An Internal Intrusion Detection and Protection System by Using Data Mining and Forensic Techniques 

Author: Fang-Yie Leu, Kun-Lin Tsai, Yi-Ting Hsiao, and Chao- Tung Yang 
 

Description: 

Currently, most computer systems use user IDs and passwords as the login patterns to authenticate users. How- ever, 

many people share their login patterns with coworkers and request these coworkers to assist co-tasks, thereby making the 

pattern as one of the weakest points of computer security. Insider attackers, the valid users of a system who attack the 

system internally, are hard to detect since most intrusion detection systems and firewalls identify and isolate malicious 

behaviors launched from the outside world of the system only. In addition, some studies claimed that analyzing system 

calls (SCs) generated by commands can identify these commands, with which to accurately detect attacks, and attack 

patterns are the features of an attack Therefore, in this paper, a security system, named the Internal Intrusion Detection 

And Protection System (IIDPS), is proposed to detect insider attacks at SC level by using data mining and forensic 

techniques. The IIDPS creates users personal profiles to keep track of users usage habits as their forensic features and 

determines whether a valid login user is the account holder or not by comparing his/her current computer usage behaviors 
with the patterns collected in the account holders personal profile. The experimental results demonstrate that the IIDPSs 

user identification accuracy is 94.29s, implying that it can prevent a protected system from insider attacks effectively 

And efficiently. 

 

2. A Model-based Approach to Self-Protection in SCADA Systems 

Author: Qian Chen,Sherif Abdelwahed 

 

Description: 

Supervisory Control and Data Acquisition (SCADA) systems, which are widely used in monitoring and controlling 

critical infrastructure sectors, are highly vulnerable to cyber-attacks. Current security solutions can protect SCADA 

systems to monitor SCADA system performance, and proactively estimate upcoming attacks for a given system model of 
a physical infrastructure. We also present the feasibility of intrusion detection systems for known and unknown attack 

detection. A dynamic intrusion response system is designed to evaluate recommended responses, and appropriate 

responses are executed to attack impacts. We used a case study of a water storage tank to develop an attack that modifies 

Modbus messages transmitted between slaves and masters. Experimental results show that, with little or no human 

intervention, the proposed approach enhances the security of the SCADA system, reduces protection time delays, and 

maintains water storage tank performance. From known cyber assaults, but most solutions require human intervention. 

This paper applies autonomic computing technology 

 
 

II. EXISTING SYSTEM 

 

In existing can use the Internal Intrusion Detection and Protection System (IIDPS) It perform process of easy detect 

attacker in SC level inside using data mining and forensic techniques. This method to create user personal profile based 

on usage habit's and also determine authorized and unauthorized user based on usage behavior in patterns collected in the 

account holder’s personal profile. Therefore, in this paper, we propose security system, named Internal Intrusion 

Detection and Protection System (IIDPS), which detects malicious behaviors launched toward a system at SC level. The 

IIDPS uses data mining and forensic profiling techniques to mine system call patterns (SC-patterns) defined as the 

longest system call sequence that has repeatedly appeared several times in a user’s log file for the user. The user’s 

forensic features, defined as an SC-pattern frequently appearing in a user’s submitted SC-sequences but rarely being used 

by other users, are retrieved from the user’s computer usage history. The contributions of this paper are:  

1) Identify a user’s forensic features by analyzing the corresponding SCs to enhance the accuracy of attack detection; 
2) Able to port the IIDPS to a parallel system to further shorten its detection Response time; and  

3) Effectively resist insider attack. 

 

 

III. PROPOSED SYSTEM  

 

In our system, to provide improving IIDPS’s performance and investigating third-party shell commands. This method  
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Analysis details of command and provide security code, these code to verify. In this paper, we have proposed an 

approach that employs data mining and forensic techniques to identify the representative SC-patterns for a user. The time 

that a Habitual SC pattern appears in the user’s log file is counted, the most commonly used SC patterns are filtered out, 

and then a user’s profile is established. By identifying a user’s SC-patterns as his/her computer usage habits from the 

user’s important commands can filtered in user profile using system call technique. 

 
VII. APPLICATIONS 

1. System can be used in college. 

2. System also used in organizations. 

3. System also useful in the cyber cafes. 

4. System also used for the personal use.  

 

VIII. Hardware Requirement 

 

 System   : Intel I3. 

 Hard Disk   : 40 GB. 

 Monitor   : 15 VGA Colour. 

 Mouse   : Logitech. 

 Ram   : 4 GB. 

 

IX. Software Requirement 

 

 

 Operating system  : Windows XP Professional/7LINUX. 

 Coding language  : JAVA/J2EE. 

 IDE                 : Eclipse Kepler. 

 Database          : MYSQL 

 

 

 

X. OUPTPUT 
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XI. CONCLUSION 

 
In this work, intrusion detection system is proposed. IDS is used to determine the intrusion. We can easily detect which 

activities are performed by user. So that we can recover all the modified file. By using web cam system take pictures of 

user which performs malicious activities and save that activity in folder and send that activity log and image of user on 

clients email id. So that we know this particular user. So that our system is very effective and efficient for detecting 

intrusion of system. 
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